AERODROME BOUNDARY MANAGEMENT

Airservices has partnered with CASA and Defence to deliver one of the most extensive national drone
detection systems in the world.

We are taking a risk-based approach and trialling passive detection technology at 29 airports around the
country. These airports are where we have an air traffic control service, typically have the highest traffic
numbers, and are where drones could pose the most risk.

We are taking a phased approach (see diagram below) with phase 1 completed and phase 2 and 3
underway.

AERODROME DRONE SURVEILLANCE

Objective

We are here

Phase 1: Equipment installation Phase 2: Establish a monitoring

= Phase 3: Options for ATC integration

and data collection

Establish remote monitaring and reporting
capabilities, including relevant processes and
procedures for staff training, reporting and
notification of ATC and law enforcement

Review lessons learnt from previous phases to
i explore options for potential ATC Operations if
: feasible

Collect data to quantify the volume and spatial
distribution of RPAS traffic in the vicinity of
Towered aerodromes

Install detection equipment at 29 aerodromes - Commence testing of surveillance systems
i and transmission of data to secure defence

seners

Analyse surveillance data together with other
operational data

Connect, test and validate the detection
equipment to secure Defence servers Develop processes and procedures to
enable the realtime sharing of data with

ATC to enable hazard identification and

Establish a remote monitoring and reporting

Get a better understanding of potential risk of
RPAS activity impacting the safety of flight at ;

an airport

Drive the development of a whole of
government approach to managing RPAS
traffic in controlled airspace

facility to receive transmissions from
Defence servers (incl. equipment, staff,
processes), analyse data and produce
reports

Develop understanding of the capabilities
and performance of the detection system

alerting

Develop processes and procedures to notify
relevant law enforcement agencies and
regulators

{including limitations and constraints)

Understand level of integration required

A fourth phase of the drone surveillance programis to test different drone surveillance technologies. Based
on an analysis of risk through the baseline capability already deployed, we intend to implement additional
surveillance systems to ensure as near to complete coverage of all drone types and scenarios at locations
that warrant it.

The different types of technology include active radar, passive RF intercept, visual, audio, and sign al
processing of existing RF transmissions to identify interference representing drones.

We have not yet determined the most appropriate mix, nor which locations warrant the more robust
capability, but will progress this work over the next 6-12 months.



